ZigBee 

ZigBee and IEEE 802.15.4 are standards-based protocols that provide the network infrastructure required for wireless sensor network applications. 802.15.4 defines the physical and MAC layers, and ZigBee defines the network and application layers. 
For sensor network applications, key design requirements revolve around long battery life, low cost, small footprint, and mesh networking to support communication between large numbers of devices in an interoperable and multi-application environment.

Typical Applications 

There are numerous applications that are ideal for the redundant, self-configuring and self-healing capabilities of ZigBee wireless mesh networks. Key ones include 

• Energy Management and Efficiency—To provide greater information and control of energy usage, provide customers with better service and more choice, better manage resources, and help to reduce environmental impact. 

• Home Automation—To provide more flexible management of lighting, heating and cooling, security, and home entertainment systems from anywhere in the home. 

• Building Automation—To integrate and centralize management of lighting, heating, cooling and security. 

• Industrial Automation—To extend existing manufacturing and process control systems reliability. 

The interoperable nature of ZigBee means that these applications can work together, providing even greater benefits.
Motivation for ZigBee 

The ZigBee standard was developed to address the following needs: 

• Low cost                                                • Flexible and extendable 
• Secure                                                   • Low power consumption 
• Reliable and self healing                       • Easy and inexpensive to deploy 
• Global with use of unlicensed              • Integrated intelligence for network
   radio bands                                             set-up and message routing 

ZigBee is the only standards-based technology that addresses the unique needs of most remote monitoring and control sensory network applications.
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Application (APL) Layer 

The top layer in the ZigBee protocol stack consists of the Application Framework, ZigBee Device Object (ZDO), and Application Support (APS) Sublayer. 

Application Framework 

Provides a description of how to build a profile onto the ZigBee stack (to help ensure that profiles can be generated in a consistent manner). It also specifies a range of standard data types for profiles, descriptors to assist in service discovery, frame formats for transporting data, and a key value pair construct to rapidly develop simple attribute-based profiles.

Application Objects 

Software at an endpoint that controls the ZigBee device. A single ZigBee node supports up to 240 application objects. Each application object supports endpoints numbered between 1 and 240 (with endpoint 0 reserved for the ZigBee Device Object (ZDO)). 

ZigBee Device Object (ZDO) 

Defines the role of a device within the network (coordinator, router or end device), initiates and/or responds to binding and discovery requests, and establishes a secure relationship between network devices. It also provides a rich set of management commands defined in the ZigBee Device Profile (used in ZigBee commissioning). The ZDO is always endpoint zero. 

ZDO Management Plane 

Facilitates communication between the APS and NWK layers with the ZDO. Allows the ZDO to deal with requests from applications for network access and security using ZDP (ZigBee Device Profile) messages. 

Application Support (APS) Sublayer 

Responsible for providing a data service to the application and ZigBee device profiles. It also provides a management service to maintain binding links and the storage of the binding table itself. 

Security Service Provider (SSP) 

Provides security mechanisms for layers that use encryption (NWK and APS). Initialized and configured through the ZDO. 

Network (NWK) Layer 

Handles network address and routing by invoking actions in the MAC layer. Its tasks include starting the network (coordinator), assigning network addresses, adding and removing network devices, routing messages, applying security, and implementing route discovery. 

IEEE 802.15.4 

Medium Access Control (MAC) Layer 

Responsible for providing reliable communications between a node and its immediate neighbors, helping to avoid collisions and improve efficiency. The MAC Layer is also responsible for assembling and decomposing data packets and frames. 

Physical (PHY) Layer 

Provides the interface to the physical transmission medium (e.g. radio). The PHY layer consists of two layers that operate in two separate frequency ranges. The lower frequency PHY layer covers both the 868MHz European band and the 915MHz band used in countries such as the US and Australia. The higher frequency PHY layer (2.4GHz) is used virtually worldwide.

The ZigBee Network 

ZigBee networks include the following device types: 

• Coordinators   • Routers   • End devices 

Coordinator 

This device starts and controls the network. The coordinator stores information about the network, which includes acting as the Trust Center and being the repository for security keys. 

Router 

These devices extend network area coverage, dynamically route around obstacles, and provide backup routes in case of network congestion or device failure. They can connect to the coordinator and other routers, and also support child devices. 

End Devices 

These devices can transmit or receive a message, but cannot perform any routing operations. They must be connected to either the coordinator or a router, and do not support child devices.

XBee Features  
	
	XBee
	XBee-PRO

	* Range - Indoor
	100 ft (30m)
	300 ft (100m)

	* Range – Outdoor
	300 ft (100m)
	1 mile (1500m)

	Transmit Power
	0 dBm (1mW)

	20 dBm (100mW)

	Receiver Sensitivity
	-92 dBm
	-100 dBm

	214mA
	TX Current
	45mA

	RX Current
	50mA
	55mA

	Power-Down (Sleep) Current
	<10uA
	<10uA


                    * Ranges are line of sight and height dependent.  


IEEE 802.15.4 compliant, Low-Rate Personal Area Networking.

· 2.4 GHz DSSS (Direct Sequence Spread Spectrum).

· 250,000 bits per second.

· Acknowledgement and reties.

· Addressable, > 65,000 addresses available.

· Point-to-Point and Point-to-Multipoint (broadcast) messaging.

· Channel and Network ID selectable for cluster separation.

· Fully configurable via serial commands.

· Transparent transmission and reception

· Flow Control using RTS/CTS.

· Receiver Signal Strength Indication (RSSI).

· Free X-CTU interface software.

Description Specifications Antenna Connections 

 
The XBee OEM RF module is a ZigBee/IEEE 802.15.4 compliant solution that satisfies the unique needs of low-cost, low-power wireless sensor networks. The modules are easy-to-use, require minimal power and provide reliable delivery of critical data between devices. Its small form factor saves valuable board space.

The XBee module operates within the ISM 2.4 GHz frequency band and is pin-for-pin compatible with MaxStream's XBee-PRO (60 mW) Zigbee Module. The modules are optimized for use in US, Canada, Australia, Israel and Europe.

No configuration is necessary for out-of-box RF communications. The module’s default configuration supports a wide range of data system applications. Advanced configurations can be implemented using simple AT commands.

Product summary:

ISM 2.4 GHz operating frequency

1 mW (0 dBm) power output (up to 100m range)

U.FL. RF Connector, Chip or Whip antenna options

Industrial (-40 – 85° C) temperature rating

Approved for use in the United States, Canada and Europe 

Advanced networking & low-power modes supported

All MaxStream radio modems are manufactured under ISO 9001:2000 registered standards and backed by MaxStream's one-year warranty.

 Performance

   Power Output:


1mW (0 dBm)

   Indoor/Urban Range:

up to 100' (30m)

   Outdoor/RF Line-of-sight Range:
up to 300' (100m)

   RF Data Rate:


250 Kbps

   Interface Data Rate:


up to 115.2 Kbps

   Receiver Sensitivity:

-92 dBm

Networking

   Spread Spectrum Type:

DSSS (Direct Sequence Spread Spectrum)

   Networking Topology:

Peer-to-peer, point-to-point & point-to-multipoint

   Error Handling:


Retries & acknowledgements

   Filtration Options:


PAN ID, channel and addresses

   Channel Capacity:


16 Direct Sequence Channels (software selectable)

   Addressing:



65,000 network addresses available for each channel

   Encryption:



128-bit AES (coming soon)

Power

   Supply Voltage:


2.8 - 3.4 V

   Transmit Current:


45 mA (@ 3.3 V)

   Receive Current:


50 mA (@ 3.3 V)

   Power-down Sleep Current:

<10 µA

General

   Frequency Band:


2.4000 - 2.4835 GHz

   Serial Data Interface:

3V CMOS UART - No configuration required

Physical Properties

   Size:




0.960" x 1.087" (2.438 cm x 2.761 cm)

   Weight:



0.10 oz (3g) - w/ U.FL. connector

   Antenna Options:


U.FL. RF connector, chip antenna, or whip antenna

   Operating Temperature:

-40 to 85° C (industrial)

Certifications:

   United States (FCC):

OUR-XBEE

   Canada (IC):



4214A-XBEE

   Europe (CE):


ETSI

   Class 1 Division 2:


Approved

XBee modules are available with a PCB chip antenna, a ¼ monopole integrated whip antenna, or a U.FL antenna connector that allows for connection to a dipole or other external antenna.The chip and integrated whip antennas are suited for any application, but are especially useful in embedded applications. Since the radios do not have any issue radiating through plastic cases or housings, the antennas can be completely enclosed in those types of applications. The U.FL connector is used in conjunction with an adapter cable that can be connected to a dipole or gain antenna if the housing is metal or if that solution is more desirable mechanically. Range can differ somewhat with different antenna types, so that should be a consideration when choosing what type of antenna you want to use.
